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1.
Introduction
In this paper, we propose new Registration type (i.e. service registration update) and use-cases where the new Registration type is used. 
2. Discussion

Registration procedure for slice change
	[TS 23.501]

5.15.5.2.2
Modification of the Set of Network Slice(s) for a UE

The set of Network Slices for a UE can be changed at any time while the UE is registered with a network, and may be initiated by the network, or the UE under certain conditions as described below.

The network, based on local policies, subscription changes and/or UE mobility, may change the set of permitted Network Slice(s) to which the UE is registered. The network may perform such change during a Registration procedure or trigger a notification towards the UE of the change of the supported Network Slices using an RM procedure (which may trigger a Registration procedure). The Network provides the UE with a new Allowed NSSAI and Tracking Area list.
NOTE 1:
The details of the RM procedure used to notify the UE of a changes of the supported NSSAI are to be defined.
In order to change the set of S-NSSAIs being used, the UE shall initiate a Registration procedure as specified in clause 5.15.5.2.1.1.


There are three Registration types
· “initial registration" (i.e. the UE is in non-registered state),
· "mobility registration update " (i.e. the UE is in registered state and initiates a Registration procedure due to mobility) 
· "periodic registration update" (i.e. the UE is in registered state and initiates a Registration procedure due to the periodic update timer expiry, see clause 4.2.2.2.1).
In order to change the set of S-NSSAIs being used, the UE shall initiate a Registration procedure. However, none of three Registration types is suitable for the purpose of slice change.

Therefore, we propose new Registration type, “service registration update”.
Use-cases where the new Registration type is used
First use-case is for slice change. For the UE-triggered slice change, the UE initiates Registration procedure to perform slice change and the Registration type is set to “service registration update”. For NW-triggered slice change, the NW provides the UE with a new Allowed NSSAI. The UE sends a Registration Request with the new Allowed NSSAI received from the NW and the Registration type is set to “service registration update”. The Allowed NSSAI checking is not needed again.
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<Fig.1 NW-triggered slice change>

Second use-case is for privacy of slice-related information. In order to protect the privacy of slice-related information, two steps of registration may be required. 
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<Fig.2 Privacy of slice-related information >

3.
Text Proposal
The following changes are proposed to be applied to TS 23.501.
*** 1st change ***

5.3.2
Registration Management

5.3.2.1
General

A UE/user needs to register with the network to receive services that requires registration. Once registered and if applicable the UE updates its registration with the network (see TS 23.502 [3]):
-
periodically in order to remain reachable (periodic registration update); or
-
upon mobility (mobility registration update); or
-
to update its capabilities or re-negotiate protocol parameters or services(e.g. network slice) (service registration update).
The initial Registration procedure involves execution of Network Access Control functions as defined in section 5.2 (i.e. user authentication and access authorization based on subscription profiles in UDM). As result of the Registration procedure, the identity of the serving AMF will be registered in UDM.

The registration management procedures are applicable over both 3GPP access and non 3GPP access.
5.3.2.2
5GS Registration Management states

5.3.2.2.1
General

Two RM states are used in the UE and the AMF that reflect the registration status of the UE in the selected PLMN:

-
RM-DEREGISTERED.

-
RM-REGISTERED.

5.3.2.2.2
RM-DEREGISTERED state

In the RM‑DEREGISTERED state, the UE is not registered with the network. The UE context in AMF holds no valid location or routing information for the UE so the UE is not reachable by the AMF. However some UE context may still be stored in the UE and the AMF e.g. to avoid running an authentication procedure during every Registration procedure.

In the RM-DEREGISTERED state, the UE shall:
-
attempt to register with the selected PLMN using the initial rregistration procedure if it needs to receive service that requires registration (see TS 23.502 [3] clause 4.2.2.2).
-
remain in RM-DEREGISTERED state if receiving a Registration Reject upon initial registration (see TS 23.502 [3] clause 4.2.2.2).
-
enter RM-REGISTERED state upon receiving a Registration Accept (see TS 23.502 [3] clause 4.2.2.2).
In the RM-DEREGISTERED state, the AMF shall:

-
when applicable, accept the initial registration of a UE by sending a Registration Accept to this UE and enter RM-REGISTERED state (see TS 23.502 [3] clause 4.2.2.2); or

-
when applicable, reject the initial registration of a UE by sending a Registration Reject to this UE (see TS 23.502 [3] clause 4.2.2.2).

5.3.2.2.3
RM-REGISTERED state

In the RM‑REGISTERED state, the UE is registered with the network. In the RM-REGISTERED state, the UE can receive services that require registration with the network.

In the RM-REGISTERED state, the UE shall:

-
perform mobility Registration Update procedure if the current TA I of the serving cell (see TS 37.nnn) is not in the list of TAIs that the UE has received from the network in order to maintain the registration and enable the AMF to page the UE;

-
perform periodic Registration Update procedure triggered by expiration of the periodic update timer to notify the network that the UE is still active.

-
perform service Registration Update procedure to update its capability information or to re-negotiate protocol parameters or services (e.g. network slice) with the network;

-
perform Deregistration procedure (see TS 23.502 [3] clause 4.2.2.3.1), and enter RM-DEREGISTERED state,, when the UE needs to be no longer registered with the PLMN. The UE may decide to deregister from the network at any time.

-
enter RM-DEREGISTERED state when receiving a Registration Reject message. The actions of the UE depend upon the 'cause value' in the Registration Reject message. See TS 23.502 [3] clause 4.2.2.

In the RM-REGISTERED state, the AMF shall:

-
perform Deregistration procedure (see TS 23.502 [3] clauses 4.2.2.3.2, 4.2.2.3.3), and enter RM-DEREGISTERED state, when the UE needs to be no longer registered with the PLMN. The network may decide to deregister the UE at any time;

-
perform Implicit Deregistration at any time after the Implicit Deregistration timer expires. The AMF shall enter RM-DEREGISTERED state after Implicit Deregistration;

-
when applicable, accept or reject Registration Updates from the UE. The AMF may reject a UE registration upon rejecting a Registration Update from the UE;

Editor's note:
The detailed condition for the network to start the implicit Deregistration timer is FFS.

Editor's note:
The detailed condition of implicit Deregistration is FFS.

*** 2nd change ***
5.15.5.2.2
Modification of the Set of Network Slice(s) for a UE

The set of Network Slices for a UE can be changed at any time while the UE is registered with a network, and may be initiated by the network, or the UE under certain conditions as described below.

The network, based on local policies, subscription changes and/or UE mobility, may change the set of permitted Network Slice(s) to which the UE is registered. The network may perform such change during a Registration procedure or trigger a notification towards the UE of the change of the supported Network Slices using an RM procedure (which may trigger a Registration procedure). The Network provides the UE with a new Allowed NSSAI and Tracking Area list. It may trigger a Registration procedure. The UE sends a Registration Request with the new Allowed NSSAI received from the NW and Registration Type of the Registration Request is set to “service registration update”. Since the NSSAI included in the Registration Request is the new Allowed NSSAI sent by the NW, the Allowed NSSAI checking is not needed again.
NOTE 1:
The details of the RM procedure used to notify the UE of a changes of the supported NSSAI are to be defined.

In order to change the set of S-NSSAIs being used, the UE shall initiate a Registration procedure and the Registration type indicates “service registration update” as specified in clause 5.15.5.2.1.1.

Change of set of S-NSSAIs to which the UE is registered (whether UE or Network initiated) may lead to AMF change subject to operator policy.
NOTE 2:
Changing the set of Network Slices accessible by the UE could result in terminating ongoing PDU sessions with the original set of Network Slices if these slices are no longer used; some Network Slices are still retained, potentially.

Editor's note:
The conditions under which PDU sessions belonging to Network Slices that are being disconnected can be maintained and supported by other Network Slices are FFS.

Editor's note:
The condition under which the UE is able to request the change of the Network Slices, and what it is able to request, are FFS.
*** End of the change ***
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